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Agenda Item:
2.14
1 Decision/action requested 
This contribution proposes to add an Annex for TR 33.867
2 References
3 Rational
The contribution proposes to add an Annex clause for user consent for 3GPP services in 5GS.
4 Detailed proposal
*************** Start of 1st Change ****************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[xx]
3GPP TR 33.849: “Study on subscriber privacy impact in 3GPP”.
*************** End of 1st Change ****************
*************** Start of 2nd Change ****************
Annex X (informative): Comparison with TR 33.849 [xx]

TR 33.849 [xx] has provided guidance for taking into account privacy in writing 3GPP TRs and TSs. The specification aims to provide guidelines on the following aspects as shown in Annex F:
“-
Identify and understand privacy related threats in 3GPP networks
-
Identify privacy risk mitigation approaches

-
Identify privacy identification process
-
Establish privacy handling guidelines for 3GPP future specifications”
TR 33.849 includes user consent in clause 6.5 as one of the threat mitigation approaches to mitigate the privacy risk, and gives a brief introduction and use case on how explicit user consent can be collected. However, it does not provide the following details which are the objectives of the present document:

· Identify conditions, usage scenarios and trust domains that user consent is needed.
· Security threats and requirement analysis and solutions details for user sensitive data collection under user consent.

· Security threats and requirement analysis and solutions details for protecting user consent indication.

*************** End of 2nd Change ****************
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